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Question
Michele De Chiffre - aug9, 2021

OAuth SSL certificate error

I'm trying to implement an OAuth2 server, but | have som issues when trying to setup JWT under OAuth
2.0->Client.

| get the error message saying "No match between server name 'localhost’ and SSL certificate values 'cache™. |
have set up a SSL/TLS configuration as simple as possible without any certificate files. I'm accessing my server via
HTTPS with an unsigned certificate.

Can anyone point me in the right direction on how to resolve the issue I'm encountering.

Screenshot 1: When | set "Source other than dynamic registration” to "JWKS from URL" under "JSON Web Token
(JWT) Settings"

Use the form below to edit an existing SSL/TLS configuration:

Configuration Mame |0AuthServer |

Required.
Description | |
Enabled
Type (@ Client (™) Server
Server certificate verification (@ Mone (7 Require

File containing frusted Ceriificate Authority certificate(s)

This client's credentials | oo opiy necessary if this client will be asked to authenticate itself to servers.

File containing this client's certificate

|| Browse...

File containing associated private key

Private key type ™ RSA O DSA
Password: () Enter new password () Clear password (g Leave as is

LR R LB Protocols [ ssiys ETisvio ETisvi ETLSvi2

Enabled ciphersuites | o | :laNULL:leNULL:IEXP:ISSLv2

Screenshot 2: My SSL/TLS configuration
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