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OAuth SSL certificate error
I'm trying to implement an OAuth2 server, but I have som issues when trying to setup JWT under OAuth
2.0->Client.

I get the error message saying "No match between server name 'localhost' and SSL certificate values 'cache'". I
have set up a SSL/TLS configuration as simple as possible without any certificate files. I'm accessing my server via
HTTPS with an unsigned certificate.

Can anyone point me in the right direction on how to resolve the issue I'm encountering. 

Screenshot 1: When I set "Source other than dynamic registration" to "JWKS from URL" under "JSON Web Token
(JWT) Settings"

Screenshot 2: My SSL/TLS configuration
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