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Fine tuning access permissions for CSP application
Hello,

fine tuning access permissions is a difficult issue in Caché, at least for me as it seems. More generally, I would be
interested in how to find out which permission a user is missing when a permission violation is logged. In this
specific case a user, created in (from my point of view) an identical way as on other instances, is not allowed to
execute an operation within a CSP service on the messagebank (which however works on the other machines).
Unfortunately, the message in the errorlog does not tell where exactly the access violation occurs, or what
permission is missing. I attach a PDF with some screenshots. I would be very grateful for any advice on how to
proceed with troubleshooting.

Thanks very much, regards,

Martin
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