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Authorization (OAuth 2.0) failure due to mismatch server name (SSL
Cert)
I am using OAuth2 Cache framework, acting as a client to an authorization server. My setup is based on this
excellent previous post [Caché Open Authorization Framework (OAuth 2.0) implementation ‒ part 1].

I'm facing ‘Authorization Server Error: Error Processing Response - No match between server name
'googleapis.com' and SSL certificate values google.com…’

It looks like I should set SSLCheckServerIdentity to false but I can’t figure out how. Has anyone had the same
issue?
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